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Security Seminar

WHO SHOULD ATTEND?
Security directors and senior managers, risk managers, audit managers, managers 
responsible for IT operations and strategic planning.

WHEN?
The seminar will start on Tuesday, 27 October 2015 with a welcome dinner at 20:00 and end 
on Thursday, 29 October around 16:00. 

WHERE?
Meeting venue and accommodation :
Scandic Hotel Grand Central 
Kungsgatan 70 
SE - 111 22 Stockholm 
www.scandichotels.com 

Transfers are not organised.  

LANGUAGE
The seminar and sessions will be conducted in English only. 

COSTS 2 nights 3 nights
EL/WLA Lottery Member : CHF 1’900.- CHF 2’150.-
Lotteries non EL/WLA Member : CHF 2’250.- CHF 2’500.-
EL/WLA Associate Member :  CHF 2’150.- CHF 2’400.-

The fee includes 2 or 3 nights’ accommodation depending on your travel schedule, 
all meals, meeting rooms, technical assistance, working material.

REGISTRATION
Please confirm your attendance to the General Secretariat no later than September 4, 
2015 by registering online through our website www.european-lotteries.org 

The programme will be available on our website.

A written confirmation will be sent to you upon receipt of your registration, 
together with the corresponding invoice.

“Cybercrime is a growing threat for businesses but many businesses are under-prepared for 
it. A third of them (companies in the Annual Kroll Global Fraud Report 2013/14) say they don’t 
currently invest in IT security and while companies that are planning to increase investment are 
focusing on technology, they are neglecting elements such as staff screening and due diligence 
on partners, clients and vendors. These processes are key to mitigating the insider threat, which 
often can’t be detected by anti-fraud technology or physical security.”  http://fraud.kroll.com/

The perennial problem with security is that the measures taken to prevent any breach of security 
or fraud are frequently regarded as excessive or overly expensive until they are breached. 

From physical security to cybersecurity, the 2015 joint EL/WLA Security Seminar to be held in 
Stockholm in October 2015 will address potential weaknesses in lottery systems, procedures 
and processes ranging across the design and security of scratch cards, the testing of complex 
systems, the resilience of increasingly complex communications systems, electronic “lottery 
tickets” and the security or lack of security of non-physical (e.g. RNG) draws.

As systems become more “intelligent”, the ingenuity of those wishing to subvert those systems 
will also grow – posing much more sophisticated threats to lottery systems. Management 
must accept their responsibility to understand the risks and either allocate proportionate 
resources and budgets … or pay the price.

Come to Stockholm in October to hear presentations from external security professionals, 
experts from the lottery supplier companies and, most importantly, from your lottery colleagues 
- security professionals with years of practical and relevant experience.


